FLORENCE

SCHOOL DISTRICT

A PREMIER DISTRICT OF CHOICE

Ensuring Our Studenty Are College and/or Career Ready and
Are Productive and Responsible Members of Society




COVID-19 Cases since
August 1

Symptoms | Total for COVID

District or 24 0 23
(4%) (0%) (4%)
School Staff
Students 133 55 188
(4%) (2%) (6%)

Updated 8/31/2022 @ 5:00 PM

524

2987




COVID-19 Cases since
September 1

Symptoms | Total for COVID

District or 3 0 3
(0%) (0%) (0%)
School Staff
Students 2 0 2
(0%) (0%) (0%)

Updated 9/12/2022 @ 11:00AM

524

2987
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SHHELRJAIIDS

FLORENCE, SOUTH CAROLINA
A nonprofit 501 (c)(3) organization

* We are participating again this year.

* On Wednesdays, 375 bags are picked up
and delivered to elementary schools to
be given out on Fridays.




Policy Revision - GAR

Bereavement Leave

 “Three (3) days of leave are granted for bereavement in the
immediate family. The term “immediate family” includes
the following: employee’s spouse, children, parents,
grandparents, grandchildren, brothers, sisters,
mother/father-in-law, daughter/son-in-law, brother/sister-
in-law and step-children/mother/father/siblings.”

* This will make the sick leave match with bereavement



Policy

FECRUMCE SCHOOK DISTRICE THRAY BOARD MEETINGS

cHOICE

Cade BC Adopted: 11/15/1984 rLatest Revision 03/10/2022
All board meetings will be conducted in accordance with the South Carolina Freedom of
Information Act and the ruling of the Fourth Circuit Court. All board meetings, except
for periods in which the board is in executive session, are open to the public.

The Chairman will start all meetings promptly at the appointed hour. A Board member
may participate in discussion and vote on matters that come before the Board during a
regular or special-called meeting of the Board via teleconferencing or videoconferencing,
provided that the technology utilized allows all Board members and any members of the
public in attendance at the meeting to hear the Board member and for the Board member
to hear them. Attendance at meetings 1s a duty of all Board members as set forth in
Policy BBBA, and thus, participation in meetings via teleconferencing or
videoconferencing should only be used when a Board member has an unavoidable
conflict.

Regular board meeting

The board holds its regular business meetings of the board at the administrative office
building or at district schools on the third Thursday of each month. The regularly
scheduled time is 6:30 PM.

In unusual circumstances, the board may change the time and place of the regular
meeting, or any regular meeting upon a majority vote.

Work Sessions

From time to time the board may meet in work sessions. The purpose of these sessions or
workshops will be for the board to have opportunities for planning, discussion, or training
and development without formal action. Topics for discussion will be announced
publicly, and sessions will be conducted in accordance with state law.

Special Meetings

The chairman of the board or a majority of members of the board may call a special
meeting of the full board. The superintendent should give at least 24 hours notice to all
members of the board and the pubic except when emergency conditions make such notice
impossible. The board will not transact any business other than that which 1s stated in the
notice.



Children’s Internet Protection Act (CIPA)

The Children's Internet Protection Act (CIPA) was
enacted by Congress in 2000 to address concerns
about children's access to obscene or harmful
content over the Internet. CIPA imposes certain
requirements on schools or libraries that receive
discounts for Internet access or internal
connections through the E-rate.



Internet Content Filtering

Cisco Umbrella is a cloud-native platform that delivers the most
secure, reliable, and fastest internet experience to more than 100
million users daily. Umbrella unifies firewall, secure web gateway,
DNS-layer security, cloud access security broker (CASB), and threat
intelligence solutions into a single platform to help businesses of all
sizes secure their network. As more organizations embrace direct
internet access, Umbrella makes it easy to extend protection to
roaming users and branch offices.
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Cisco Umbrella
First line of defense against internet threats
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Google for Education

Built-in protections
User data is safeguarded with Gmail encryption and identity and access
management.

Strong compliance
Google’s data protection practices comply with rigorous privacy and security
requirements, and they’re audited regularly by third-party organizations.

No ads

There are no ads in Google Workspace for Education Core Services, and core
service data is not used for advertising purposes. Also in Additional Services,
K-12 (primary and secondary school) students’ personal information is not
used for ad targeting.

Data transparency

Schools own their data — it’s our responsibility to keep it secure. Google
operates its own secure servers and platform services, and makes it easy for
admins to manage data security.



Internet Safety Policy (JNDB)
Acceptable Use Policy

The acceptable use policy (AUP) is a set of rules applied by the owner of a network
that restrict the ways in which the network, may be used and sets guidelines as to
how it should be used.

FSD3’s AUP :
District Rights and Responsibilities
* Monitor network and online activities
* Create/remove network user accounts
* Provide internal and external controls
Acceptable Use
* All use of the internet must be in support of educational objectives consistent
with the mission and objectives of FSD3.
» Users of District technology resources have no reasonable expectation of
privacy.
Unacceptable Use
* Any use of the network for commercial or for-profit purposes is prohibited.
* Malicious use of the network to develop programs that harass, bully or
intimidate other users.
e Use of the network for any unlawful purpose is prohibited.
* Use of profanity, obscenity, threats, racist terms, libelous or defamatory

language or other language that may be offensive or obscene to another user
is prohibited.




